Modbus-IDA Conformance Test Group

Issues in Achieving Sister Conformance Test Laboratory Consistency
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Introduction:

As the Modbus protocol and Modbus-IDA conformance test laboratory policies mature, a need has been identified to establish a sister conformance test laboratory in China.  It is critical that the test policies in these two laboratories be aligned such that the following requirement be met:

Requirement R-1:  All sister laboratories in an international network will always produce the same results and recommendations for any Modbus Device Under Test (DUT).

This documents provides a listing of issues that must be addressed in order to meet requirement R-1.  It is suggested that these issues be reformatted into a checklist that will aid in laboratory commissioning.

Issues:

Devices

· All Modbus Devices Used in Testing (amount and type)

· Same firmware release

· Conformance tested (plus extra testing?)
· Documentation of device, firmware, software and conformance test results

· Coordination of any upgrades to device (HW, FW, SW or conformance testing
Networks

· Network architecture

· Cabling, Switch/Hub, Bridge, Repeaters setup documented and “consistent”
· Consistency in any “long” network segments
· Standard delay and loading tests should yield consistent results

Hardware

· Same bridge devices if possible

· Same specifications of any other hardware (power supplies, O-scopes, etc.)

Interoperability Network

· Documentation of hardware as defined above; networks do not have to be exactly the same with respect to conformant devices.

· Should consist of 100% conformance tested devices.

· If not possible, then board should have the exact same layout of non-conformant devices.

Computers

· Same OS and similar configurations and speeds if possible.
· Full documentation of computer configurations.
Software

· Same version of test software (protocol and interoperability), documented, with revision control.

· Full documentation of computer configurations.
Testing Procedures

· Standardization of documented test procedures (protocol test specification is sufficient?) with revision control.

· Clear definition of “test engineer liberties”, i.e., test engineer investigation procedures translation to test result.

· Clear definition of any iron-man testing (lengths, etc.).
· Clear definition of test order in procedure.
Infrastructure

· Consistency in the following: 

· Test procedures

· Device submission and preparation procedures

· Results documentation procedure

· Results reporting procedures

· Database infrastructure for client and results tracking, etc.

· Privacy policies

· Web sites should have same content (though in different languages), especially with respect to the above infrastructure topics.

· Policies established for consistent upgrade of HW and SW.

Ramp-up

· Establish check-list for above issues

· On-site commissioning

· Check-list execution

· Side-by side testing for consistency evaluation

· Separate testing and consistency verification on good device and bad device

· Older established lab to pre-verify new lab results for first few device tests

Consistency Maintenance

· Policy established for (perhaps yearly) confirmation of consistency (check-list plus ramp-up type of (re) verification mechanisms). 
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